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This policy is intended to help maintain an ethical and professional work environment and to meet the requirements governing the use of Sugar Salem School District computer resources. All email users are responsible for understanding and observing these and all other applicable policies, regulations and laws in connection with their use of SUGAR SALEM SCHOOL DISTRICT computer technology resources. Violations of the following policies may result in loss of access to the computer systems, appropriate administrative sanctions including termination and/or legal action.

1. Employees and/or students should not assume email messages are private or that they can be read only by the sender or the recipient. Since the email system is provided by SUGAR SALEM SCHOOL DISTRICT, every email is a matter of public record and subject to disclosure. Similarly, any correspondence received is a public record and subject to disclosure. In the courts, email can be used as evidence.

2. Use of email to harass, intimidate or otherwise annoy another person, such as broadcasting unsolicited messages or sending unwanted email, is expressly prohibited.

3. Users should never mail or forward chain letters. If a chain letter is received it should be deleted immediately.

4. Large attachments should not be sent or forwarded as they can shut down the recipient’s computer and hamper overall operation of the district email system.

5. Personal email involving written or spoken material should never be sent or forwarded without the original author’s permission.

6. All quotes, references and sources must be cited to respect copyright and license agreements.

7. Users should never use pseudonyms or write anonymously or in any way promote email that appears to disassociate them from responsibility for their action. 

8. Users should never conceal or misrepresent their name or affiliation to mask irresponsible or offensive behavior. 

9. Users should never use identifiers of other individuals as their own as this constitutes fraud.

10. Users should never allow anyone else to use their email account. Employees and/or students will be held responsible for any correspondence originating from their account.

11. Users should never send district or school wide mailings or mailings to  large groups of people. If email is sent to small groups of people, including students of the district, the sender must use the Bcc (Blind Carbon Copy) feature to protect individual student’s privacy. If a user feels there is an email which should be sent to a large group it should be forwarded to their school administrator. He or she will forward it to those with rights for mass emails.

12. All users of the district email system should recognize that email use may be limited for reasons related to the capacity or security of the system, or as required for conducting district business.

